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Server Rooms / NOC (Network Operations Center) 

More Info 

Beyond IT | Division of 
Information Technology 

(stonybrook.edu) 

How Does it Affect Me? 

➢ If you see something, say something!  
 

➢ Any unusual activity in or around a Server Room/NOC should 
be reported. 

 
➢ If you are entering a restricted building, be on the lookout for 

anyone tailgating (trying to sneak in behind you). 
 

➢ Do not plug in any unauthorized devices into the network 
without notifying DoIT Personnel. 

What is a NOC? 

A NOC, or Network Operations Center, is a restricted area only 
allowed by authorized personnel. It houses the critical 
infrastructure for data used by SBU. All Server Rooms are 
critical to operations and research at Stony Brook University.  

Whom to Contact  

Networking (Emergency 
Only):   

NOCStaff@stonybrook.edu 

631-632-6120 

All Other Questions or 
Concerns: 

http://service.stonybrook.edu 

 

Research Security & Safety 

 The Stony Brook University community has many valuable resources to protect.  These bulletins are 
meant to provide quick facts, best practices, and key University contacts. 
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